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P. 100, new certifi cate

Cybersecurity

Certificate

Major Code: CERT.GYC

Contact: Reskilling & Technology Center (928) 317-7674

Program Purpose: An introduction to the field of Cybersecurity which will teach learners how to identify common risks, threats, and vulnerabilities, as 
well as the techniques to mitigate them. This certificate will prepare learners for entry-level cybersecurity roles by allowing hands-on experience with 
industry recognized tools including Python, Linux and many other security tools like Security Information and Event Management (SIEM) programs.

Program Description:  This certificate will prepare learners for entry-level cybersecurity roles by allowing hands-on experience with industry recognized 
tools and Security Information and Event Management (SIEM) programs.

A. Required major courses:. . . . . . . . . . . . . . . . . . . . . . . . . . 9

PIT-110 Cybersecurity. . . . . . . . . . . . . . . . . . . . . . . . . . 9

Total credits required for degree: . . . . . . . . . . . . . . . . . . . . . . . . . .9


